**20.05.20**

**Тема урока «Сетевой этикет. Почта»**

Результат

Узнаете: • схему работы электронной почты; • какие есть основные формы коллективного взаимодействия; • с какими основными опасностями пользователь в сети Интернет может столкнуться; • что такое сетевой этикет и какие негласные правила поведения существуют.

 Запомни. Важно

В отличие от других сервисов Интернета электронная почта использует не один, а два протокола: • протокол SMTP (Simple Mail Transfer Protocol — простейший протокол передачи сообщений) — для отправки почты; • протокол РОРЗ (Post Office Protocol 3 — протокол почтового отделения, версия 3) — для приёма почты.

**Разбираем вместе**

Запишите в тетрадь опорный конспект для теоретического изучения материала.

1. Электронная почта (e-mail) — система обмена сообщениями (письмами) между абонентами компьютерных сетей. Почтовый ящик — поименованная область дисковой памяти на почтовом сервере своего провайдера. Пример адреса электронной почты:

Самостоятельно изучите схему работы электронной почты представлена на рис. 4.6 (стр. 159).

Логин — сочетание символов, которые ассоциируются с пользователем. Пароль — сочетание символов, подтверждающих, что логином намеревается воспользоваться именно владелец логина.

2. Просматривать сообщения электронной почты можно с помощью:

 1) специальных программ (почтовых клиентов). Примеры: Microsoft Outlook Express и Mozilla Thrunderbird (рис. 4.7);

2) веб-интерфейса. Работа почтой осуществляется с помощью браузера, в окно которого загружена специальная гипертекстовая страница сайта почтовой службы. Примером почтовой службы является mail.ru.

2. Основные формы коллективного взаимодействия: • телеконференции — это система обмена информацией на определённую тему между пользователями сети. • веб-форумы создают для организации общения. Форум предлагает набор разделов для обсуждения • чаты (англ. chat — болтать) — сервисы группового общения, предполагающего обмен сообщениями по компьютерной сети в режиме реального времени; • социальные сети — интерактивные многопользовательские веб-сайты, содержание (контент) которых создаётся самими участниками сети. Подробнее о других интернет-сервисах читайте в § 4.3.4.

4. Основные опасности для пользователя в сети Интернет(§ 4.3.4):

1) Контакты с незнакомыми людьми в социальных сетях;

2) Фишинг;

 3) Угроза заражения вирусом;

4) Азартные игры;

5) Нежелательные для просмотра или использования материалы;

6) Личная информация. В сети Интернет существуют негласные правила поведения, так называемый сетевой этикет. Кратко суть сетевого этикета может быть выражена одной фразой: «Уважайте своих невидимых партнёров по Сети!» Подробнее о правилах поведения на стр. 162.